
SECURE NETWORK AND SERVERS    
EMAIL SUBJECT LINE SHOULD READ: 109.12 IT Specialist Resume Consideration 

• System compliance with applicable IA policies and regulations
• Innovation and modernization of current system
• Troubleshooting and corrective actions to include server maintenance
• Experience with Group Policy, Windows PowerShell for Active Directory, CITRIX, VMWARE VDI,

VMWARE ESXi, Storage Architecture, Microsoft SQL Server, Windows Hyper-V
• Lifecycle management/Lifecycle maintenance for hardware and software associated secure

networks
• Analytical skills to include log analysis and solutions
• Knowledge of the latest enterprise level Backup Software, such as Backup Exec or Symantec

NetBackup

• New equipment/software purchase, installation, and evaluation
• Develop/revise operating procedures

All resumes should show the following if applicable: 

• Duties requiring effective written and oral communications

• Overall knowledge of DoD, DoN, OPNAV, & NAVSEA standards, regulations, policies & procedures

• CWF certifications and/or qualifications

• IT Education

NNSY C109 IT & CYBERSECURITY OFFICE 

Listed below are overview job skills experience we are looking for when 
considering candidates for positions.  There may or may not be an opening in the 
positions listed below when you contact us.  If you are interested in being 
considered for one of the positions listed below, provide detailed information on 
your resume of your job experience directly related to these skills.   
Resume could be used to fill other positions. 
Please send resume to NNSY_People_Experience@us.navy.mil, or scan teh QR Code 
below, with subject line listed below.
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